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Cyber attacks can affect our 
technology and banking industry. 
The tips listed on this infographic 
can reduce vulnerabilities.

It is also important to build an 
emergency kit with food, water, 
medical supplies, etc. in 
preparation for technology issues 
at stores. Keep in mind that you 
will need supplies for each 
member and pet in the family. It is 
important to save and keep some 
cash on hand for needed supplies 
in the event  of technology failing.

Have a backup plan for if 
communications fail including a 
local and non- local meeting place 
for the family.  

Are you a Victim of 
a Cyber Attack?
Contact all financial service companies of your 
accounts to alert them your personal 
information is compromised, and to place holds 
on or close compromised accounts. 

File a complaint or report with the appropriate 
entity including the Office of Inspector General, 
FBI Internet Crime Complaint Center, Federal 
Trade Commission, or any applicable state and 
local agency. 

Keep computer 
systems up to 
date. 
Install security 
software on 
computers and 
phones
Have a secure  
Internet 
connection
Back up files 
regularly to an 
encrypted file or 
external storage 
device. 
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